Business Continuity Plan

<Name of Firm>
Period Covered
From XXXX to XXXX
This document requires considerable personalisation.
	The BCP Team 


	Role
	Responsibility
	Name
	Telephone Number
	Email

	BCP Co-ordinator
	To co-ordinate BCP and act as consultant and company Director
	
	
	

	BCP Support

Co-ordinator


	To act as support to BCP Co-ordinator
	
	
	

	IT Support


	To maintain or facilitate continuing IT functionality
	
	
	

	Telecoms
	
	
	
	

	
	
	
	
	


This plan is designed to ensure that in the event of an event with the potential to disrupt our business operations arising the firm is able to carry out its duties to clients and continue to meet its regulatory obligations. Whilst no firm can plan for every eventuality, we believe the following to be the key disruptive events that could challenge the way we meet the above objectives:

· Loss of key personnel 

· Loss of access to offices

· Loss of access to equipment, software and data
The measures to be applied in the event of any of the above situations arising would need to be carefully considered at the time and after communicating with relevant third parties and suppliers. Therefore, this plan ensures that contact can be made with the relevant parties by the most appropriate people within the firm to agree the most suitable outcomes, which can subsequently be communicated to relevant staff. Below we confirm the process for each of the disruptive events above.
Clients affected by any event within the firm will be contacted at the earliest time possible.
	Loss of Key Personnel 


The roles of Senior Managers and Certificated Staff are confirmed in their Statements of Responsibility/Annual Certificates.  In the event of any of these individuals becoming absent due to long term sickness or death a temporary appointment of another individual within the firm will be made to assume the role and responsibility under an emergency provision. We will then ensure within the following 12 week period a formal appointment is made to that role if the job holder has not then returned.
	Loss of access to offices


In the event of our main office becoming inaccessible for any reason, temporary arrangements will be made at the time for staff to work remotely. 

Where loss of access is only temporary i.e. loss of certain utilities, an immediate short-term solution will be determined at the time.

	Loss of access to equipment, software or client data


The information below identifies all the third-party solutions and providers to enable us to carry out business operations. In the event of any failure contact would be made to determine the extent of the problem and how a suitable solution to this can be achieved:
	PROCESS 
	SYSTEM / PACKAGE 
	SUPPLIER/SUPPORT FUNCTION 
	CONTACT DETAILS 
	Notes/Comments

	Telephones / mobiles
	
	
	Tel – 
E - 
	

	E Mail 
	
	
	Tel – 
E - 
	

	Internet Service Provider 
	
	
	Tel – 
E - 
	

	Back office system 
	
	
	Tel – 
E - 
	

	Platform Provider(s)
	
	
	Tel – 
E - 
	

	Software tools - Investment
	
	
	
	

	Software tools – Mortgages
	
	
	Tel – 
E - 
	

	Software tools – Insurance 
	
	
	Tel – 
E - 
	

	Software tools - Credit
	
	
	Tel –
E - 
	

	Other 
	
	
	
	


Each of the above contacts, together with details of all relevant BCP staff, are held by the individuals listed in the opening table.  XXXX has contact details for all our staff and management.
All our firms’ staff and their roles are listed within our Training and Competence plan.  

Information that is stored on our own electronic devices that is not supported and backed up by third party suppliers will be backed up daily via iCloud
If this results in loss of client data, we confirm our procedure within our Data Risk Assessment Policy.

	TESTING AND REVIEWING THE PROCESS 


Whenever subscribing to third party tools we ensure we are aware and comfortable that their continuity arrangements meets the demands of our firm when supplying their goods to us. Whilst it is not always practical to demonstrate this in a ‘live’ situation, we seek past examples of how this has been delivered in practice, to understand how this can be applied within our business.
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